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# Descripción General

## Nombre

1. Nombre
   1. El nombre será el más común utilizado por varias empresas de ciberseguridad.
   2. Lista de sinonímos.
2. Fecha de la 1ª aparición o detección.
3. Lugar del ataque
4. Origen de la muestra
   1. Quien o en que lugar se creo.
5. Variantes
   1. Nombres asignados.
   2. Descripción de los nuevos comportamientos.

## Descripción del malware

Es una descripción no técnica del comportamiento.

## Linea del tiempo

De la evolución del malware y sus variantes.

**Figura 1**.- Gráfica de la evolución. **Fuente**. Propia.

# Descripción técnica

Esta sección explica .

## Mecanismos de infección

## Comportamientos que puede tener

# Lista de las muestras de malware

1. Referencias al repositorio MAREA.
2. Debe incluir los valores hash.

# Referencias

Usar la notación de la IEEE y la funcionalidad de Word.

1. Libros, sitios web (blogs, fichas descriptivas de empresas de ciberseguridad, etc), artículos científicos, etc.
2. Trate de poner las referencias más serias.
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